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Beginning of changes
4.x
Procedures of NEF based Non-IP Data Delivery
4.x.1
SMF-NEF Connection
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 Figure 4.x.1-1: SMF-NEF Connection procedure
1.
UE performs steps 1-10 of PDU Session Establishment Procedure described in clause 4.3.2.2.1. The SMF receives the Session Management Subscription data for the corresponding SUPI, DNN and S-NSSAI that is associated with an Invoke NIDD API indication, NEF ID and NIDD information such as External Group Identifier, External Identifier or MSISDN and AF ID.

2.
If the subscription information corresponding to DNN and S-NSSAI includes Invoke NIDD API indication, the SMF shall create a PDU session towards the NEF. The SMF invokes Nnef_Connection_Create Request (User Identity, PDU session ID, NEF ID, NIDD information, S-NSSAI, DNN) message towards the NEF. If the IWK-NEF receives the Request message from the SMF, it shall forward it toward the NEF.

If an AF has performed the NIDD Configuration procedure (see NIDD configuration procedure of TS 23.682 [6]) with the NEF for User Identity received in step 2, then step 3 is executed. If no AF has performed the NIDD Configuration procedure with the NEF for the User Identity, then the NEF initiates a NIDD Configuration by NEF procedure (see clause 4.x.2) with AF.
3.
The NEF creates an NEF PDU session Context for the user identified via User Identity and PDU session ID. The NEF invokes Nnef_Connection_Create Request Response (User Identity, PDU session ID, NEF ID, S-NSSAI, DNN) towards the SMF confirming establishment of the PDU session to the NEF for the UE. If the IWK-NEF receives the Response message from the NEF, it shall forward it toward the SMF.
4.x.2
AF requested NIDD Configuration

Figure 4.x.2-1 illustrates the procedure for configuring necessary information requested by AF for data delivery via the NIDD API.
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Figure 4.x.2-1: NIDD Configuration requested AF procedure
1.
The AF sends an Nnef_NIDDConfiguration_Create Request (External Group Identifier, External Identifier or MSISDN, AF ID, NIDD Duration, T8 Destination Address) message to the NEF.
2.
The NEF stores the External Group Identifier, External Identifier or MSISDN, AF ID, T8 Destination Address, and NIDD Duration. If either the AF is not authorized to perform this request (e.g. based on policies, if the SLA does not allow for it) or the Nnef_NIDDConfiguration_Create Request is malformed, the NEF performs step 6 and provides a Cause value appropriately indicating the error. Depending on the configuration, the NEF may change the NIDD Duration.

3.
The NEF sends an Nudm_NIDDAuthorization_Get Request (External Group Identifier, External Identifier or MSISDN, DNN, S-NSSAI) message to the UDM to authorize the NIDD configuration request for the UEs that belongs to the External Group Identifier, received External Identifier or MSISDN, and to receive necessary information for NIDD, if required.

4. The UDM examines the Nudm_NIDDAuthorization_Get Request, e.g. with regard to the existence of External Group Identifier, External Identifier or MSISDN. If an External Identifier was included in the Nudm_NIDDAuthorization_Get Request, the UDM maps the external identifier to SUPI and/or MSISDN and updates the NEF ID field of the subscription data for the provided DNN and S-NSSAI with the requesting NEF's ID. Otherwise, if an External Group Identifier was included in the Nudm_NIDDAuthorization_Get Request, the UDM authorizes the Nnef_NIDDConfiguration_Create Request for the received External Group Identifier, maps the External Group Identifier to a list of External Identifiers and maps the external identifiers to SUPIs and/or MSISDNs and updates the NEF ID fields of the subscription data for the provided DNN and S-NSSAI with the requesting NEF's ID. If this check fails, the UDM follows step 5 and provides a result indicating the reason for the failure condition to the NEF.

5.
The UDM sends an Nudm_NIDDAuthorization_Get Response (with single value or list of (SUPI and MSISDN or External Identifier), Result) message to the NEF to acknowledge acceptance of the Nudm_NIDDAuthorization_Get Request. The SUPI(s) and, if available, the MSISDN(s) (when Nnef_NIDDConfiguration_Create Request contains an External Identifier) or if available, External Identifier(s) (when Nnef_NIDDConfiguration_Create Request contains an MSISDN) are returned by the UDM in this message. This allows the NEF to correlate the AF request received in step 1 of this procedure to the SMF-NEF Connection established (see clause 4.x.1) for each UE or each group member UE.

6.
The NEF sends an Nnef_NIDDConfiguration_Create Response (TLTRI and Cause) message to the AF to acknowledge acceptance of the Nnef_NIDDConfiguration_Create Request. If the NIDD Configuration was accepted, the NEF will create an association between the TLTRI, External Group Identifier or External Identifier or MSISDN, SUPI, and PDU Session ID of the non-IP PDU Session. In the MT NIDD procedure, the NEF will use TLTRI and External Group Identifier or External Identifier or MSISDN to determine the SUPI(s) and PDU Session ID(s) of the non-IP PDN Connection(s). In the MO NIDD procedure, the NEF will use the SUPI(s) and PDU Session ID(s) to obtain the TLTRI, External Identifier or MSISDN.
4.x.3
NIDD Configuration by NEF
Figure 4.x.3-1 illustrates the procedure for configuring necessary information triggered by NEF for data delivery via the NIDD API.
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Figure 4.x.3-1: NIDD Configuration by NEF Procedure
1.
The NEF sends an NIDD Configuration Trigger (External Group Identifier, External Identifier or MSISDN, AF ID, NEF ID) message to the AF for asking the NIDD Configuration Request for the UE identified by External Identifier or MSISDN.

2.
The AF sends an NIDD Configuration Request message to the NEF . 
3.
The NEF sends an NIDD Authorization Request (External Group Identifier, External Identifier or MSISDN, S-NSSAI, DNN, AF ID, Authorization Token) message to the UDM to authorize the NIDD configuration request for the received External Identifier or MSISDN.

4.
The UDM examines the NIDD Authorization Request message.

5.
The UDM sends an NIDD Authorization Response (SUPI and MSISDN or External Identifier, Result) message to the NEF to acknowledge acceptance of the NIDD Authorization Request. The SUPI and, if available, the MSISDN (when NIDD Configuration Request contains an External Identifier) or if available, External Identifier(s) (when NIDD Configuration Request contains an MSISDN) are returned by the UDM in this message. This allows the NEF to correlate the AF request received in step 1 of this procedure with the PDU session to be established for this subscriber if this procedure takes place during a PDU Session Establishment procedure.

6.
The NEF sends an NIDD Configuration Response message as described in TS 23.682 [6], clause 5.13.2 to the AF to acknowledge acceptance of the NIDD Configuration Request. If the NIDD Configuration was accepted, the NEF assigns a TLTRI to the NIDD Configuration and creates an association between the TLTRI, External Identifier or MSISDN, SUPI, and PDU session ID which is received from the SMF in step 2 of the SMF-NEF Connection procedure in clause 4.x.1. In the MT NIDD procedure, the NEF will use TLTRI and External Identifier or MSISDN to determine the SUPI and PDU session ID of PDU session for delivering non-IP data. In the MO NIDD procedure, the NEF will use the SUPI and PDU session ID to obtain the TLTRI, External Identifier or MSISDN.
4.x.4
NEF Anchored Mobile Originated Data Transport 
The NEF anchored Mobile Originated Data Transport The Mobile Originated Data Transport via NAS and N6 (see clause 4.x.1 of S2-XXXX) is used, with the following modifications:
-
The UPF is changed to an NEF

-
Between steps 5 and 6, the NEF uses the MO NIDD Indication procedure of TS 23.682 [X], clause 5.13.4 to provide the data to the AF.
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Figure 5.13.4-1: Mobile Originated NIDD procedure

1.
The UE sends a NAS message with EPS bearer ID and non-IP data, the Reliable Data Service header is included if the Reliable data service is enabled, to the MME as per the procedure described in clause 5.3.4B.2 of TS 23.401 [7] (steps 0 - 2) or the UE sends data to the SGSN (see clause 9.3 and 9.6 of TS 23.060 [6]) on a PDP Context of PDN type Non-IP associated with a T6b interface.

2.
The MME/SGSN sends NIDD Submit Request (User Identity, EBI, SCEF ID, non-IP data, MO Exception data counter) message to the SCEF. In the roaming case, the MME/SGSN sends the message to the IWK-SCEF which forwards the message to the SCEF over T7. The MME only includes the MO Exception data counter if the RRC establishment cause is set to "MO exception data" and the UE is accessing via the NB-IoT RAT. The MME maintains the MO Exception Data Counter and sends it to the SCEF as described in TS 29.128 [37].

3.
When the SCEF receives the non-IP data on the T6a/T6b (or T7) interface, and finds an SCEF EPS bearer context and the related T8 Destination Address, then it sends the non-IP data to the SCS/AS that is identified by the T8 Destination address in a MO NIDD Indication (External Identifier or MSISDN, non-IP data, TLTRI, Reliable Data Service Configuration). The Reliable Data Service Configuration is used to provide the SCS/AS with additional information when the Reliable Data Service (as defined in clause 4.5.14.3) is enabled (e.g. indicate if an acknowledgement was requested and port numbers for originator application and receiver application). If no T8 Destination address is associated with the UE's PDN connection, the data is discarded, MO NIDD Indication is not sent, and the flow continues at step 5.

NOTE 1:
It is left to stage 3 whether or not the SCEF aggregates MO NIDD Indication messages to the SCS/AS.

4.
The SCS/AS responds to the SCEF with a MO NIDD Acknowledgement (Cause).

5.
The SCEF sends NIDD Submit Response to MME/SGSN. In the roaming case, the SCEF sends the message to the IWK-SCEF over T7 and the IWK-SCEF forwards the message to the MME/SGSN over T6a/T6b. If the SCEF cannot deliver the data, e.g. due to missing SCS/AS configuration, the SCEF sends an appropriate error code to the MME/SGSN. If the Reliable Data Service is enabled in the APN configuration and the non-IP packet indicates that an acknowledgment is requested, then the SCEF follows the Mobile Terminated NIDD Procedure in clause 5.13.3, steps 3-9.
NOTE 2:
If the SCS/AS has Downlink data to send (e.g. an application level acknowledgement for the NIDD delivery), it follows the Mobile Terminated NIDD Procedure in clause 5.13.3.
4.x.5
NEF Anchored Mobile Terminated Data Transport)





Figure 4.x.5-1 illustrates the procedure using which the AF sends non-IP data to a given user as identified via External Identifier or MSISDN..
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Figure 4.x.5-1: Mobile Terminated NIDD procedure

1.
If SCS/AS has already activated the NIDD service for a given UE, and has downlink non-IP data to send to the UE, the SCS/AS sends a MT NIDD Submit Request (External Identifier or MSISDN, TLTRI, non-IP data, non-IP data sequence number, Reliable Data Service Configuration, Maximum Latency, Priority, PDN Connection Establishment Option) message to the SCEF. The Maximum Latency is an optional field that is used to indicate maximum delay acceptable for downlink data as described in clause 5.6.1.4 and may be used to configure the buffer duration; a Maximum Latency of 0 indicates that buffering is not allowed. If Maximum Latency is not provided, the SCEF determines the acceptable delay based on local polices. Priority is an optional field that is used to indicate the priority of the non-IP data packet relative to other non-IP data packets. If Priority is not provided, the SCEF determines the acceptable delay based on local polices. Reliable Data Service Configuration is an optional parameter that is used to configure the Reliable Data Service (as defined in clause 4.5.14.3); it may be used to indicate if a Reliable Data Service acknowledgment is requested and port numbers for originator application and receiver application. PDN Connection Establishment Option an optional field that is used to indicate what the SCEF should do if the UE has not established the PDN connection (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2). If PDN Connection Establishment Option is not provided with the non-IP packet, the SCEF uses the PDN Connection Establishment Option that was provided during NIDD Configuration to decide how to handle the absence of a PDN connection. Non-IP data sequence number is an optional field that refers to earlier MT NIDD requests, it is only included if the purpose of the MT NIDD Submit Request is to replace or purge data that is buffered in the SCEF. If an MT NIDD Submit Request is received with non-IP data and a non-IP data sequence that is equal to a request that is already buffered, then the buffered data is replaced. If an MT NIDD Submit Request is received with no non-IP data and a non-IP data sequence that is equal to a request that is already buffered, then the buffered data is purged.
2.
The SCEF determines the EPS Bearer Context based on the APN associated with the NIDD configuration and the User Identity. If an SCEF EPS bearer context corresponding to the External Identifier or MSISDN included in step 1 is found, then the SCEF checks whether the SCS/AS is authorised to send NIDD requests and that the SCS/AS has not exceeded the quota (e.g. 200 bytes in 24hrs) or rate (e.g. 10 bytes / hour) of data submission to the SCEF EPS bearer. When determining the quota and the rate of data submissions, the SCEF considers the APN Rate Control pre-configured in the SCEF and the Serving PLMN Rate Control parameter that was received from MME during the T6a/b connection establishment. The SCEF considers already buffered data during the check of whether the quota or the rate was exceeded. If the SCEF receives additional NIDD request(s) while already buffering data, the SCEF considers the non-IP data priority when checking the quota and the rate and deciding whether to buffer the additional non-IP data. If this check is successful and SCEF buffers the additional non-IP data, the SCEF continues with step 5. If this check fails or if the non-IP packet size is larger than then the Maximum Packet Size that was provided to the SCS/AS during NIDD Configuration, the SCEF sends a MT NIDD Submit Response (Cause) with a cause value indicating the reason for the failure condition and the flow stops at this step. Otherwise, the flow continues with step 3.


If no SCEF EPS bearer context is found, then the SCEF, depending on PDN Connection Establishment Option, may either:

-
send a MT NIDD Submit Response (Cause) with appropriate error cause value. The flow stops at this step; or

-
perform device triggering towards the UE to establish a PDN Connection of type Non-IP to the default APN by using T4 SMS device triggering to a pre-defined SMS Application Port ID (refer to clause 5.2.2). In this case, the SCEF sends a MT NIDD Submit Response (non-IP data sequence, Buffered Indication, Trigger Indication, cause) with an appropriate cause value. The Buffered Indication indicates if the SCEF buffered the non-IP data. The non-IP data sequence number is assigned by the SCEF and may be used by the SCS/AS to overwrite or purge the buffered data at a later time. The Trigger Indication is used to indicate that a trigger was sent in order to establish the PDN connection. If data is not buffered, the flow stops at this step, otherwise, it proceeds to step 6. The SCEF may use Priority to configure the priority of the device trigger and may use Maximum Latency to configure the validity period of the device trigger; or

NOTE 1:
It is left to stage 3 to reserve the SMS Application Port ID number that will be used to carry the trigger to the UE to indicate that the UE should establish a PDN Connection of type Non-IP to the default APN.

-
accept the MT NIDD Submit Request, and execute step 5 with an appropriate cause value, and wait for the UE to perform a procedure (see TS 23.401 [7]) causing the establishment of a PDN connection to the SCEF (see clause 5.13.1.2). If data is not buffered, the flow stops at step 5.

NOTE 2:
The duration for which the SCEF may wait for establishment of a PDN connection to the SCEF for the given UE is implementation dependent.

3.
If an SCEF EPS bearer context corresponding to the External Identifier or MSISDN included in step 1 is found, then the SCEF sends a NIDD Submit Request (User Identity, EPS Bearer ID, SCEF ID, non-IP data, SCEF Wait Time, Maximum Re-transmission time) message toward the MME/SGSN. SCEF Wait Time indicates how long the SCEF is prepared to wait for MME/SGSN response. Maximum Re-transmission indicates how long the SCEF is prepared to re-transmit the message.


If the IWK-SCEF receives a NIDD Submit Request message from the SCEF, it relays the message to the MME/SGSN.

4.
If the MME/SGSN can immediately deliver the non-IP data to the UE e.g. when UE is already in ECM_CONNECTED mode, or UE is in ECM_IDLE and MME/SGSN is able to initiate paging procedure (see TS 23.401 [7]), the procedure proceeds at step 8.


If the MME/SGSN is aware of the UE being temporarily unreachable, or if the MME/SGSN knows that the UE is not scheduled to be reachable within the SCEF Wait Time, while using power saving functions e.g. UE Power Saving Mode (see clause 4.5.4) or extended idle mode DRX (see clause 4.5.13), then the MME/SGSN may send a NIDD Submit Response (Cause, Requested Re-Transmission Time) message towards the SCEF. The Cause parameter indicates that Non-IP data was not delivered to the UE, as the UE is temporarily not reachable due to power saving but the MME/SGSN will notify the SCEF when the MME/SGSN determines the UE is reachable. The MME/SGSN sets the Not Reachable for NIDD flag in the EMM context for this UE and stores the corresponding SCEF address. If the Maximum Re-transmission Time was included in the Request, the MME may indicate in Requested Re-Transmission time IE the time when the SCEF is expected to re-transmit the DL data to the currently unreachable UE.

5.
The SCEF may send a MT NIDD Submit Response (Requested Re-Transmission time, non-IP data sequence number, Buffered Indication, Cause) to the SCS/AS informing of the received results from the MME/SGSN. If the SCEF receives from the MME/SGSN a Cause value indicating that UE is temporarily not reachable due to power saving, the SCEF can buffer the non-IP data requested at step 3 based on the configuration and proceed to step 6. The Buffered Indication indicates if the SCEF buffered the non-IP data. The non-IP data sequence number is assigned by the SCEF and may be used by the SCS/AS to overwrite or purge the buffered data at a later time. If, in step 2, the SCEF buffered the non-IP data and is waiting for the UE to establish a PDN connection, then the SCEF proceeds to step 7 after T6a Connection Establishment. The Requested Re-Transmission tells the SCS/AS when the SCEF is expected to re-transmit the DL data to the currently unreachable UE.
6.
When the MME/SGSN detects that the UE is reachable (e.g. when coming out of PSM mode by performing TAU/RAU, when initiating MO communication etc.), or when the UE is about to become reachable (e.g. extended idle mode DRX cycle expiring, MME/SGSN anticipating MO communication pattern for the UE etc.), and the MME/SGSN has the Not Reachable for NIDD flag set, then the MME/SGSN sends a NIDD Submit Indication (User Identity) message towards the SCEF. The MME/SGSN clears the Not Reachable for NIDD flag from its EMM context.


If the MME included the Requested Re-transmission-Time in the NIDD Submit Response, the MME sends a NIDD Submit Indication (User Identity) message towards the SCEF only if the UE becomes reachable before the Requested Re-transmission Time. The MME shall clear the Not Reachable for NIDD flag when the Requested Re-transmission Time expires and the UE has not become reachable yet.


If the MME/SGSN sends the NIDD Submit Request message towards the SCEF as described in clause 5.13.4 or an Update Serving Node Information Request message towards the SCEF as described in clause 5.13.6, then the MME/SGSN clears the Not Reachable for NIDD flag from its EMM context, but it need not send the NIDD Submit Indication message. If the SCEF receives the NIDD Submit Request message or an Update Serving Node Information Request from the MME/SGSN for this UE, the SCEF may consider it an implicit NIDD Submit Indication, and proceed with step 7.

7.
If the data has not been purged, the SCEF sends a NIDD Submit Request (User Identity, EPS Bearer ID, SCEF ID, non-IP data, SCEF Wait Time, Maximum Re-transmission time) message toward the MME/SGSN.

8.
If required, the MME/SGSN pages the UE and delivers the non-IP data to the UE using data transfer via the MME procedure as described in clause 5.3.4B.3 of TS 23.401 [7] or the SGSN procedure as described in clauses 9.3 and 9.6 of TS 23.060 [6]. Depending on operator configuration, the MME/SGSN may generate the necessary accounting information required for charging.

9.
If the MME/SGSN was able to initiate step 8, then the MME/SGSN sends a NIDD Submit Response (cause) message towards the SCEF acknowledging the NIDD Submit Request from SCEF received in step 3 or step 7. If the eNodeB supports acknowledgements of downlink NIDD delivery and if acknowledgements of downlink NAS data PDUs are enabled in the subscription information for the UE and the eNodeB has acknowledged successful delivery to the MME/SGSN (see TS 23.401 [7], clause 5.3.4B.3), the cause is set to 'Success Acknowledged Delivery' otherwise 'Success Unacknowledged Delivery'. If the delivery failed, the cause is 'Unsuccessful delivery'.


If Reliable Data Service header indicates that acknowledgement is requested, then the UE shall respond with an acknowledgement to the DL data that was received in step 8 following the Mobile Originated NIDD Procedure in clause 5.13.4, steps 1 - 2 and 5.

NOTE 3:
The 'Success Acknowledged Delivery' implies reliable delivery to the UE using RLC acknowledged mode. The 'Success Unacknowledged Delivery' result does not imply the data is successfully received at the UE, but just the MME/SGSN has sent the non-IP data in NAS signalling to the UE. If the UE sends UL data in response to the received DL data in step 8, then it follows the Mobile Originated NIDD Procedure in clause 5.13.4.

10.
The SCEF sends an MT NIDD Submit Response (Reliable Data Service Acknowledgement Indication, Hop-by-Hop Acknowledgment Indication, non-IP data sequence number, Cause). The Reliable Data Service Acknowledgement Indication is used to indicate if an acknowledgement was received from the UE for the MT NIDD. If the Reliable Data Service was requested in step 1, then the MT NIDD Submit Response is sent to the SCS/AS after the acknowledgement is received from the UE or, if no acknowledgment is received, then the MT NIDD Submit Response is sent to the SCS/AS with a cause value indicating that no acknowledgement was received. When the Reliable Data Service was not requested in step 1, the Hop-by-Hop Acknowledgment Indication may be sent to the SCS/AS indicating the result of the Hop-by-Hop acknowledgment with a value of 'Success Acknowledged Delivery', 'Success Unacknowledged Delivery' or 'Unsuccessful delivery'.

4.x.6
NIDD Configuration 
Figure 4.x.6-1 illustrates the procedure of configuring necessary information at the SCEF and HSS. A NIDD Configuration is associated with a single UE or a group of UEs. The procedure can also be used for replacing and deleting configuration information.

NOTE 1:
In order to avoid MO NIDD failure, the NIDD configuration procedure should be performed by the SCS/AS prior to the UE establishing a PDN Connection that is served by the SCEF. MT non-IP data from the SCS/AS can be contained in the NIDD Configuration Request message.
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Figure 4.x.6-1: Configuration for NIDD procedure

1.
The SCS/AS sends an NIDD Configuration Request (External Group Identifier, External Identifier or MSISDN, SCS/AS Identifier, NIDD Duration, T8 Destination Address, TLTRI, Requested Action, PDN Connection Establishment Option, Reliable Data Service Configuration, MTC Provider Information) message to the SCEF. PDN Connection Establishment Option an optional field that is used to indicate what the SCEF should do if the UE, or group member UEs, has not established the PDN connection and MT non-IP data needs to be sent (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3). When PDN Connection Establishment Option is included in the Configuration of NIDD procedure, the SCEF will use the value as the default preference from the SCS/AS when handling all MT non-IP packets associated with the NIDD connection. Reliable Data Service Configuration is an optional parameter that is used to configure the Reliable Data Service (as defined in clause 4.5.14.3) including port numbers for originator application(s) and receiver application(s). TLTRI is included in the request if the Requested Action is set to "Update" or "Cancel", otherwise TLTRI is not included in the request and the SCEF assigns a TLTRI to the NIDD Configuration.

When MT non-IP data is included in the NIDD Configuration request message, the SCEF can send the MT non-IP data to the UE only after a PDN connection to the SCEF is established as defined in clause 5.13.1.2. In such cases, upon successful completion of step 6 of the NIDD Configuration procedure, steps 2-9 from clause 5.13.3 are executed. When MT non-IP data is included in the request, the SCS/AS should also provide the parameters in step 1 of clause 5.13.3 so that the SCEF can properly execute steps 2-9 from clause 5.13.3. MT non-IP data shall not be included in the NIDD Configuration Request when the procedure is performed on an External Group Identifier.

NOTE 2:
It is up to the SCS/AS to determine whether and if NIDD Duration can be set to never expire.

NOTE 3:
The SCS/AS is expected to be configured to use the same SCEF as the one selected by the MME/SGSN during the UE's attachment to the network.

NOTE 4:
A relative priority scheme for the treatment of multiple SCS/AS NIDD Configuration Requests, e.g. for deciding which requests to serve under overload condition, can be applied. This priority scheme is an implementation option that is used locally by the SCEF, i.e. it is neither used nor translated in procedures towards other functions.

NOTE 5:
When more than one SCS/AS is associated with a PDN connection, the parameters that are provided in step 1 can be provisioned in the SCEF based on operator policy or configuration. In which case, any parameters that are provided in step 1 that conflict with the provisioned values are ignored.

2.
If the Requested Action is set to "Cancel" it indicates the purpose of the request is to cancel the transaction identified by TLTRI and the flow proceeds to step 6. If the Requested Action is set to "Update", the purpose of the transaction is to update the parameters associated with the configuration (i.e. Reliable Data Service, PDN Connection Establishment Option). Otherwise, the request is for a new NIDD configuration and the SCEF stores the External Group Identifier, External Identifier or MSISDN, TLTRI, SCS/AS Identifier, T8 Destination Address, PDN Connection Establishment Option, and NIDD Duration. If either the SCS/AS is not authorized to perform this request (e.g. based on policies, if the SLA does not allow for it) or the NIDD Configuration Request is malformed, the SCEF performs step 6 and provides a Cause value appropriately indicating the error. Depending on the configuration, the SCEF may change the NIDD Duration.

3.
The SCEF sends an NIDD Authorization Request (External Group Identifier, External Identifier or MSISDN, APN, MTC Provider Information) message to the HSS to authorize the NIDD configuration request for the UEs that belongs to the External Group Identifier, received External Identifier or MSISDN, and to receive necessary information for NIDD, if required.

NOTE 6:
The SCEF uses the SCS/AS Identifier and External Group Identifier, External Identifier or MSISDN that was obtained in step 1 to determine what APN will be used to enable transfer of non-IP data between the UE and the SCS/AS. This determination is based on local policies.

NOTE 7:
The MTC Provider Information in step 1 is an optional parameter. The SCEF should validate the provided MTC Provider Information and may override it to an SCEF selected MTC Provider Information based on configuration. How the SCEF determines the MTC Provider Information, if not present in step 1, is left to implementation (e.g. based on the requesting SCS/AS).
4. The HSS examines the NIDD Authorization Request message, e.g. with regards to the existence of External Group Identifier, External Identifier or MSISDN. If an External Identifier was included in the NIDD Authorization Request, the HSS maps the external identifier to IMSI and/or MSISDN and updates the SCEF ID field of the PDN subscription context for the provided APN with the requesting SCEF's ID. Otherwise, if an External Group Identifier was included in the NIDD Authorization Request, the HSS authorizes the NIDD configuration request for the received External Group Identifier, resolves the External Group Identifier to an IMSI-Group Identifier and an External Identifier and/or MSISDN for each of the IMSIs in the IMSI-Group. If this check fails, the HSS follows step 5 and provides a result indicating the reason for the failure condition to the SCEF. If the SCEF ID is different from the one in the PDN subscription contexts for the provided APN, the HSS updates the SCEF ID at the MME/SGSN for the provided APN. If this update fails, the HSS follows step 5 and provides a result indicating the reason for the failure condition to the SCEF.
NOTE 8:
How the HSS selects an External ID when multiple External IDs are associated with the same IMSI is left to implementation, e.g. based on the MTC Provider Information (if received) or the default External ID (if not received).
5.
The HSS sends an NIDD Authorization Response (with single value or list of (IMSI and MSISDN or External Identifier), Result) message to the SCEF to acknowledge acceptance of the NIDD Authorization Request. If the HSS determines that the list size exceeds the message capacity, the HSS shall segment the list and send it in multiple messages (for details on segmentation, see TS 29.336 [45]). The IMSI(s) and, if available, the MSISDN(s) (when NIDD Configuration Request contains an External Identifier) or if available, External Identifier(s) (when NIDD Configuration Request contains an MSISDN) are returned by the HSS in this message. This allows the SCEF to correlate the SCS/AS request received in step 1 of this procedure to the T6a/T6b Connection established (see clause 5.13.1.2) for each UE or each group member UE.

6.
The SCEF sends an NIDD Configuration Response (TLTRI, Maximum Packet Size, Reliable Data Service Indication, and Cause) message to the SCS/AS to acknowledge acceptance of the NIDD Configuration Request and the deletion of the identified NIDD configuration, if it was requested. If the NIDD Configuration was accepted, the SCEF will create an association between the TLTRI, External Group Identifier or External Identifier or MSISDN, IMSI, and EBI of the non-IP PDN Connection. In the MT NIDD procedure, the SCEF will use TLTRI and External Group Identifier or External Identifier or MSISDN to determine the IMSI(s) and EBI(s) of the non-IP PDN Connection(s). In the MO NIDD procedure, the SCEF will use the IMSI(s) and EBI(s) to obtain the TLTRI, External Identifier or MSISDN. The Reliable Data Service Indication indicates if the Reliable Data Service is enabled in the APN configuration. The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see clause 4.5.14.1. If no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS.
Next change
5.2.6
NEF Services

5.2.6.1
General

The following table shows the NEF Services and Service Operations:

Table 5.2.6.1-1: NF Services provided by the NEF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_Connection
	Create
	Request/Response
	SMF


Next change
5.2.6.x
Nnef_Connection_Create service operation

Service operation name: Nnef_Connection_Create.

Description: This service operation is used by the NF consumer to request a PDU session between NF consumer and NEF.

Input, Required: User Identity, PDU session ID, NEF ID, NIDD information, S-NSSAI, DNN.
Input, Optional: None.
Output, Required: User Identity, PDU session ID, NEF ID, S-NSSAI, DNN
Output, Optional: None.
End of changes
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